
The New Threat Landscape:

Pushing MSP Security to the Next Level

90%
of MSPs have seen an 
increase in the number 
of attacks since the 
start of the pandemic 

A third
of MSPs have suffered a 
successful cyberattack in 
the last quarter

A
tt

ac
ks

 o
n 

M
S

Ps

The number of attacks 
MSPs are successfully 

preventing each month has 
increased from 6 to 11 

The average number of attacks 
prevented per month since the 
pandemic has increased from 8 to 14

82%
of MSPs report that their 
customers have seen an increase 
in prevented cyberattacks

Fighting back

Automated backups are 
used by 85% of MSPs

URL-based web filtering 
is used by 90% of MSPs

78% of servers are 
backed up every 48 hours

Backup for Microsoft 365™ is 
offered by over 90% of MSPs

85% 78%90% 90%

Room for improvement

Opportunity

40% 10%

Only 40% of 
workstations are backed 

up every 48 hours

10% of MSPs offer DNS 
filtering, which is more secure 

than URL-based filtering

One third of MSPs 
are using two-factor 

authentication

MSPs are increasing security 
budgets by an average of 5%

80% of MSPs are applying 
patches automatically

80%

8 out of 10
business are increasing security 
budgets by an average of 7%

7 out of 10

About N-able
N-able fuels IT services providers with powerful software solutions to monitor, manage, and secure their customers’ systems, data, and networks. Built on a 
scalable platform, we offer secure infrastructure and tools to simplify complex ecosystems, as well as resources to navigate evolving IT needs. We help 
partners excel at every stage of growth, protect their customers, and expand their offerings with an ever-increasing, flexible portfolio of integrations from 
leading technology providers. n-able.com
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